SECURISER SON ENVIRONNEMENT DIGITAL (CYBER)
(1a2jours)

PUBLIC VISE :
Salariés, Chef d’entreprise, indépendant

PRE REQUIS :
Aucun

OBJECTIFS PEDAGOGIQUES :
A lissue de la formation, les participants seront capables de :
e Comprendre les enjeux et principes de base de la cybersécurité
e Identifier les principales menaces numériques et les comportements a risque
e Appliquer des bonnes pratiques pour sécuriser son environnement numeérique
e Mettre en ceuvre des actions concretes de prévention face a des scénarios de
cyberattaque
e Reéagir de maniere adaptée face a une situation de cybermenace simulée

DUREE ET MODALITES D’ORGANISATION :
Dates : a définir

Durée:7ha14h (1 a2jours)

Horaires : a définir

Organisation : Présentiel

Inter/Intra : a définir

Nombre de stagiaires prévus : a définir

LIEU :
A préciser

ACCESSIBILITE :
Pour toute situation de handicap, merci de nous contacter pour envisager la faisabilité

DELAI D’ACCES :
Jusqu’a 14 jours avant le début du module et/ou en fonction des places restantes

TARIF :
Devis sur demande

MOYENS D’ENCADREMENT :
CV du formateur pressenti a disposition
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METHODES MOBILISEES (Moyens pédagogiques et techniques):
Simulations, études de cas, mise en situation

MODALITES DE SUIVI D’EVALUATION :
e Evaluation diagnostique : test de positionnement
e Evaluation formative : exercices pratiques, études de cas, questionnements
oraux, auto-évaluations, feedback du formateur, QCM, mises en situation tout au
long de la formation
e Evaluation sommative : questionnaires, QCM, études de cas, mises en situation
en fin de formation
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